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WLCG Requirements for middleware repositories after EMI
Oliver summarized the content of the slides attached to the agenda, mainly focusing on the requirements identified by WLCG for the middleware repositories after the end of the EMI project.  All the following requirements are not official, and they have been presented to the WLCG MB as a proposal.
Packages in the production repositories before the EPEL release
WLCG identified the need to have in the middleware repositories quick releases of middleware components, even before the release in EPEL, in order to deploy quick fixes to middleware bugs/security issue. This is not going to be needed very often, but limited to specific “emergency” cases.
This requirement is not WLCG specific, disruptive middleware problems affect all the virtual organizations. 
Currently UMD has a flexible release schedule, and urgent security updates are pushed forward almost in real-time after the technology provider release. UMD repositories may meet this requirement with the current workflows. In principle new policies could be defined, if there is the need to extend the current workflow.
Protect infrastructure from broken updates in EPEL

Example of this requirement are the recent globus libraries that were not compatible with some EMI components. However, this is not only limited to globus libraries, but any dependencies update may affect the functionality of a middleware component.

EMI protects, with the third party repository, their software from EPEL updates. UMD repositories includes the globus packages released by IGE, the inclusion of a new version of those packages can be delayed until tested against the other components. If needed a specific version of a package can be included in the UMD repository to protect the sites from problematic epel updates, including packages not directly provided by the EGI’s technology providers.
The current UMD repository infrastructure allows to protect the sites from broken updates, as it demonstrated to work for the UMD1,2 releases.

Distribute non EPEL packages

Java based middleware components, such as UNICORE, will not migrate EPEL. Other very community specific components, not general-purposes will not be releases in EPEL either (one example of a community specific component is VO-Box).

In principle UMD repository will continue to distribute the products currently distributed as long as they are maintained by the developers. The procedures for the new releases inclusion in UMD -in a future possible scenario of independent releases from the PT, without coordinated EMI release- have not be defined yet and will be an important topic within EGI SA2 in the coming few months.
Middleware metapackages

The metapackages currently produced by EMI to identify the different middleware products will not be ported to EPEL (EPEL policies do not allow metapackages). WLCG proposals to take over the release of the metapackages, and to extend them including also the version of the dependencies, in order to use them to keep track of what is actually installed in the sites. Metapackages will publish themselves in the information system, therefore – if this idea is accepted – WLCG will consider to provide also the resource information provider for the metapackage.  EGI submitted specific requirements to EMI to have the product version correctly published in the information system to track the evolution of the infrastructure, to be clarified if the metapackage version is still needed in the resource information provider.

 Metapackages are not meant to be produced after every update of the middleware product, but only when strictly needed. One of the objectives of WLCG is to use the metapackages to understand if the site is deploying a product version included in the “accepted band of versions”.
The EMI’s objection on this proposal is that RPMs can only define the minimum version of the dependency, or the exact version. Therefore, RPMs can be used to know if the product version is higher than the minimum specified by the metapackage, but metapackages do not have upper limit for the package version. A possible system used by other distributions to achieve this target is to have a stable repository that contains only the releases known as stable and working, and an update repository to distribute the newer releases (tested but not considered 100% safe). This will require a full replication of all the RPMs in the stable/update repositories. 
The proposal is not already an official requirement from WLCG, it has to be further evaluate, but in principle WLCG could remove from the production repositories the newer release if they are broken, using the metapackage to check that there are no obsolete versions deployed. New packages introducing critical bugs can be in principle manually removed from the UMD repositories, if the problem introduced by the new release is badly affecting the infrastructure.
In principle WLCG could act as a technology provider for EGI, and the produced metapackages could be released in UMD. To be evaluated the exact location of them, if they could be released in proper UMD releases, or separately as SAM and the CAs are now distributed. This separation would allow managing the metapackages asynchronously from the releases in EPEL.
Other point of discussion

In principle UMD is going to continue the current pattern of releases: one major release (every year?) followed by update/revision updates. This will have to be better evaluated, because changes may be required after the end of EMI.
EMI is discussing internally the possibility to continue to maintain the EMI repositories after the end of the project. From WLCG this is advisable at least for the next year, to facilitate a smooth transaction to the EPEL distribution. From the UMD workflow point of view a long term support of the EMI repositories  would help the composition of the UMD releases. 

For staged rollout and testing the EPEL test repositories are not the ideal solution: products may be migrated to production, regardless the outcome of the staged rollout, or before the procedure is complete (sometime staged rollout requires time. 

Summary

Disclaimer: this section is meant to be a very short summary to fix the main point of discussions. It does not contain neither conclusion nor decisions.
The WLCG proposal is meant to solve the issues that may be introduced after the end of EMI. The only new features are the versioned metapackages. At first glance, from the discussion emerged that the continuation of the UMD  software provisioning will satisfy the first three requirements. In principle EGI has no plans to produce metapackages, but the WLCG’s ones can be distributed using the UMD repositories, without the need for additional repositories.
EGI SA2 proposes a face to face meeting between EGI SA2, EGI Operations, EMI and WLCG representatives – tentatively in November 2012 -  in order to move toward a detail plan.
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