Breakout session: Monitoring
Twenty people were present on the breakout session. 

Jeff explained the purpose of the session. What are the problems for what we need monitoring? What about security of the networks, is it included? 

How many users is at the session?   

- only 2 users

- 9 resource providers  

-  and 8 developers  

Dennis van Dok: there is already documentation to see what you need to monitor to consider your site secure.
We should never look inside of VM? Most of the people agree that you can’t … Somebody should look at the machines,   

Ian Bird: you should be reasonable looking, not looking actively for it,  when there is certain event, forensic issue. Preemptive looking is not possible or desirable

Is it legal to look inside of VMs?   It all depends of your ToC 

Jeff: Not a monitoring issue , more security issue but it should be recorded... 

David: Apply Amazon approach, who owns VM that one is responsible No use case to look inside of machine 

Ian Bird: if sites move infrastructure to be virtualised they should be no obstruction to obtain monitoring they now obtain Infrastructures. Dashboards should move to messaging service 

Jeff - We need to ask users for monitoring they needs. Not to guess, since they are not here. 

Gergely: The topic belongs to accounting What is difference between monitoring and accounting?  

· System health, can users instantiate new virtual machines?
Issue is how to define scope of monitoring,  lot of difficulties hot to define monitoring 

Jeff:  Monitoring is before VM starts. No use case to work inside,  ill-defined what the scope of monitoring is  

What do we need to monitor 

Some of the things that needs to be monitored are more specific for David What to rest of us 

Network activities need to be monitored. However it is not quite clear what are net. activities 

Ian B network monitoring is more important than before Because there is less trust - what is going in VM  

· Status of VM management layer 

What does Amazon provides to users: 

· CPU utilisation, 

· available disk reads, 

· available disk writes, 

· Max and rate network in and out

Owen mention an issue he had

Jeff: In Owen case it is about error messaging... 

Dennis: reason we do monitoring is to avoid to have significant number of failures 

Jeff:  Current model we actually submit the job 

· Run a VM creation test We need analog of CE test 

· need to see performance monitoring 

It should be user-centric

· Security??

· Discover what monitoring is in VM management layer a what is already there?

Owen:  how much it would cost me That is VM management

· Do we want community probes directed at detecting contention

Answers to the needed questions at infrastructure level :

· Standard:  de facto NAGIOS 

· Best practices 

· Maturity level of the software 

· Availability of the software - licences and platforms

·  Priorities (e.g. ignore network in/out separation) 

· Gaps, issues and concerns 

Steven N: biggest gap is how to provide provision the life cycle It is needed We should build solid foundation on this workshop and other people can think what kind of high level services are needed to be created

Ian: B careful in defining the model of this, no user community to say what they need They look for cloud infrastructure or grid?  

David presented CLARIN diagram they contain persistent and scalable services 

Issues outside the scope of this session   
· there should be an unique handle that need to verify that whatever you started it is over

· we assume that VM management  layer is sufficiently reach to determine whether it is ok to shut down machines 

· there is large class of things to be  monitored for scheduling purposes

