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The purpose of the EGI Software Vulnerability Group (SVG) is to eliminate existing software vulnerabilities
from the EGI infrastructure and prevent the introduction of new ones. Thus reducing the likelihood of Security
Incidents. This session will inform attendees of the activities of the SVG, and plans for the future. This will
include a summary of the Vulnerability issue handling process, how the group interacts with various parties
including software providers, and what has been learnt over the last year. It will also include a summary of
the vulnerability assessement activities which have taken place and plans for the coming year.
Plans for how to take the activity forward in the future will be presented and discussed.

Duration (90min sessions)
One 90 minute session

Required Facilities
Largish room (50+), in the past attendance has been quite good.
(I assume a data projector for powerpoint presentations can be assumed to be present.)
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