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The EGI Software Vulnerability Group (SVG) has been handling software vulnerabilities since 2010, with the
purpose ‘To Minimize the risk of security incidents due to software vulnerabilities’.
This is important in order to help sites protect themselves against the most serious vulnerabilities and to give
the communities using the services confidence that their credentials and data are secure and that sites patch
in a consistent manner.

As the EGI is evolving, the EGI SVG is evolving to cope with the changing landscape. This includes increased
inhomogeneity of the infrastructure, and increasing proliferation of services on the infrastructure.
This short talk aims to inform people of what changes we have made in recent times, what our plans are,
and invite others to become involved. Whether reported vulnerabilities are deemed to be in scope depends
on sufficient participation of people with expertise in the affected areas. We aim for service providers to
effectively help one another stay secure via the sharing of their invaluable knowledge!
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